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# USI 3rd Party - M2M – RTO’s or HE providers Self Authentication model - testing ONLY

## **Machine Authentication Service - Secure Token (MAS-ST)**

### **M2M Credential**

The M2M credential KeyStore-USI.xml (ABRD:27809366375\_USIMachine) must be used for end-to-end System Testing of RTO or HE Self Authentication solutions. Note: The Password for this specific credential is - Password1!

|  |  |
| --- | --- |
| **M2M Credential Id** | **ABN** |
| ABRD:27809366375\_USIMachine | 27809366375 |

### **Organisation**

USI web services require the caller to supply an organisation code.

|  |  |  |  |
| --- | --- | --- | --- |
| **Organisation code** | **ABN** | **Type** | **DVS Override** |
| VA1803 | 27809366375 | VAB | Yes |

### **DVS Override**

Organisations with DVS override can use the create USI function without providing a proof of identity document by setting DVSCheckRequired = False for the application. Setting this value to false for an organisation without override will cause an error.

### **Test Records available in USI 3PT for Verification**

The following records are available to test your Verification functionality

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| **USI** | **First Name** | **Family Name** | **DOB** | **Status** |
| BNGH7C75FN | Maryam | Fredrick | 25/05/1966 | Active |
| BP6LKB3C7X | Csenge | Gumarsson | 26/12/1988 | Active |
| RVJ5DM8LXJ | Kim | Juras | 2/08/1966 | Suspended |
| PDGGW5XLXW | Numair | Krol | 1/10/1969 | Suspended |
| DG6K5YHPP3 | Asfaha | Loflin | 23/12/1982 | Deactivated |
| U6Q8JN6UD9 | Myrna | Macknight | 19/04/1971 | Deactivated |

|  |  |  |  |
| --- | --- | --- | --- |
| **USI** | **Name** | **DOB** | **Status** |
| QFJEGFSBC4 | Testsinglename | 1/01/1985 | Non Activated |
| 9FZSH4B7KN | Testsinglenamesuspended | 2/05/1965 | Suspended |
| R5HQLSWS9Y | Testdeactivated | 10/12/1963 | Deactivated |

### **Service URL for USI 3rd Party RTO’s or HE providers Self Authentication model testing**

**MAS-ST service URL**

<https://softwareauthorisations.acc.ato.gov.au/R3.0/S007v1.3/service.svc>

**USI 3PT service WSDL** - <https://3pt.portal.usi.gov.au/Service/UsiService.wsdl>

Note: The latest version of the AUSkey developer kit obtained directly from SBR (last updated December 2016) must be integrated for testing the MAS-ST. USI Web Service v 4 must be used.

Using the valid M2M credential - ABRD:27809366375\_USIMachine  
 (Password = **Password1!)**

Pass organisation code **VA1803** to the USI web service.   
(This organisation exists in the USI 3rd Party Test environment with ABN 27809366375)

The above scenario calls the new MAS-ST Authentication Service and USI web service, successfully demonstrating a valid SAML token is provided, and the RTO or HE ABN (27809366375) successfully submits data